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Abstract: This study investigates the digital economy capacities and cyber challenges in key nations, including China, India, Japan, Australia, South Korea, Canada, Singapore, and the United States. Using a SWOT analysis and comparative approach with data from the National Cyber Security Index (NCSI), the research focuses on digital infrastructure, cybersecurity, innovation promotion, digital divide, and regulatory challenges. The findings underline the importance of a comprehensive approach to cybersecurity, addressing national and international concerns. The study also highlights the significance of strong digital infrastructure, innovation ecosystem, and robust cybersecurity framework for success in the digital era. Although some countries have emerged as leaders in the digital economy, others like China and India are making progress in building their digital capacities. The analysis emphasizes the need for continued investment in digital infrastructure, fostering innovation, and enhancing cybersecurity to maintain competitiveness in the global digital landscape.
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1. Introduction

The global debate on competition policy in the digital economy revolves around the market power of large high-tech companies due to economies of scale and scope, network externalities, and the rising economic significance of data, which creates high entry barriers; regulating the sharing of data may correct these shortcomings, but privacy protection and prevention of collusive aspects must be addressed (Szczechanski, 2020). It is highlighted that the impressive growth rates of the digital economy in Southeast Asia, accelerated by the COVID-19 pandemic, and projects the digital economy to hit over $300 billion by 2025, while cautioning that the future prospect of the digital economy in the region is highly dependent on the policies enacted by the government, and benchmarks six selected ASEAN countries against critical aspects in digital economy policymaking (Erh, 2021).

Policymakers need to address issues such as digital infrastructure, access to digital technologies, digital skills development, and regulatory frameworks that facilitate innovation and protect users' rights. Building cyber-security capability can help to create an open digital trade system mediated by e-government maturity, and developing a governance framework for a secure and open digital trade system (Huang & Madnick, 2019). By examining the experiences of countries such as China, the United States, South Korea, Japan, Australia, India, Canada, Singapore and considering the insights offered by academic research, policymakers can gain valuable knowledge and guidance for developing effective strategies to harness the potential of the digital economy and address its associated cyber challenges.

2. Literature Review

The digital economy is influenced by a multitude of factors that affect its expansion, development, and long-term viability. Five pivotal issues that significantly contribute to the digital economy include digital infrastructure (Schade & Schuhmacher, 2022), cybersecurity (Fysarakis et al., 2022), innovation promotion (Zhang et al., 2022), digital divide (Marimuthu, et al., 2022), and regulatory challenges (Tang et al., 2022).

A resilient digital infrastructure is indispensable for delivering efficient digital services and fostering economic growth (Koutsikouri et al., 2018). Maintaining robust cybersecurity measures instills trust in digital services and safeguards essential infrastructure (Weiss & Biernann, 2021). Encouraging innovation can accelerate economic growth, generate employment, and enhance overall quality of life (Broughel & Thierer, 2019). Tackling the digital divide is crucial for guaranteeing that all citizens can reap the benefits of digital progress and actively engage in the information society (Chetty et al., 2018). Finally, effective regulation is required to strike a balance between innovation and stability, protect users, and address potential market failures (Bu et al., 2022).

These interrelated issues hold significant consequences for the evolution and growth of the digital economy and are vital considerations when analyzing the strengths, weaknesses, opportunities, and threats that key nations face.

3. Research Methods

In this research, two primary methods are employed to analyze the digital capacities of selected countries: 1) SWOT (Strengths, Weaknesses, Opportunities, and Threats) analysis and 2) comparison of five key issues which are highlighted from the literature review, including digital infrastructure, cybersecurity, fostering innovation, digital divide, and regulatory challenges. To conduct a comprehensive and accurate analysis, data is utilized from the National Cyber Security Index (NCSI) website, a database developed by the e-Governance Academy in Estonia. The NCSI measures countries' preparedness to prevent and respond to cyber threats and incidents. By integrating the data from the NCSI,
the strengths and weaknesses of each country are identified in terms of digital capacity and cybersecurity, as well as examine their performance in addressing the challenges associated with fostering innovation, bridging the digital divide, and overcoming regulatory obstacles. This combined approach allows for a holistic understanding of the digital capacities and potential areas for improvement among the selected countries.

Economic significance is a crucial factor in choosing these key nations. As some of the world's largest and most influential economies, their impact on international trade, investment, and digital technology development is considerable. Regional representation is another vital consideration in choosing key nations for this research. With strategic locations across different regions, these nations offer diverse perspectives and regional insights, facilitating the development of comprehensive and globally relevant policies, norms, and best practices (Kleinberg et al., 2015). Technological leadership also plays an essential role in selecting these nations. Known for their technological innovations, advanced digital infrastructure, and cutting-edge research in cybersecurity, their combined efforts in addressing cyber threats can lead to significant advancements in cyber defense technologies (Boes & Leukfeldt, 2017). These advancements will benefit not only the participating nations but also contribute to the global community's collective security (Müller & Beeson, 2022).

4. Research Analysis and Results

The current Cyber Security Rank, National Cyber Security Index, Digital Development for the eight key nations are illustrated as figure 1. The data presented showcases the rankings and National Cyber Security Index scores of eight countries, along with their digital development scores and the differences between these two indicators. Singapore, ranked 31st, demonstrates a solid cyber security posture with an index score of 71.43, despite having a lower digital development score of 79.93. Similarly, Canada, ranked 33rd, has a cyber security index score of 70.13 and a digital development score of 75.96. South Korea, Australia, the United States, and Japan rank 34th, 40th, 44th, and 48th respectively, with varying cyber security index scores and digital development scores, all exhibiting a negative difference between the two indicators. In contrast, India, ranked 51st, shows a significant positive difference of 19.72 between its cyber security index score of 59.74 and a digital development score of 40.02. Lastly, China, ranked 69th, exhibits a cyber security index score of 51.95 and a digital development score of 62.41, with a negative difference of 10.46. This data highlights the disparities between these countries' cyber security readiness and their digital development progress, indicating the need for a more balanced approach to ensure a secure and resilient digital environment.

![Figure 1. Key Nations’ National Cyber Security Index (2023)](Data available at NCSI: https://ncsi.ega.ee)

4.1. SWOT Analysis of The Digital Economy Capacities in Key Nations

The SWOT analysis (see Figure 2) above provides an overview of the cyber security situation in eight countries: China, India, Japan, Australia, South Korea, Canada, Singapore, and the United States. This discussion aims to further elaborate on the strengths, weaknesses, opportunities, and threats identified in the table.

**Strengths**

China, Japan, Australia, South Korea, Canada, and the United States exhibit strong policy development in cybersecurity, with India and Singapore closely following suit. High scores in this area suggest that these countries have a solid foundation in place to address cyber security challenges. Furthermore, Japan, Australia, South Korea, Canada, and the United States demonstrate a strong commitment to education and professional development, which helps cultivate a skilled workforce capable of addressing emerging cyber threats. In terms of incident and crisis management, Singapore stands out with its high cyber crisis management score, indicating a robust response plan to address cyber incidents. Additionally, Japan, Australia, Canada, and the United States have a strong track record in fighting against cybercrime, which contributes to the overall security of their digital environments.

**Weaknesses:**

A common weakness among several countries is the insufficient protection of digital services and essential services. India, Australia, Singapore, and the United States exhibit low scores in these areas, indicating potential vulnerabilities that could be exploited by cybercriminals or nation-state actors. Moreover, China, India, Japan, and the United States have room for improvement in their cyber threat analysis and information capabilities. Another notable weakness is the low e-identification and trust services scores across many countries, which could hinder the adoption of
secure digital services and impede the development of a reliable digital infrastructure.

Opportunities:
As the digital landscape continues to evolve, countries must adapt their cyber security strategies to address emerging threats and vulnerabilities. There are significant opportunities for countries to improve their cyber threat analysis and information capabilities, as demonstrated by the United States, China, and India. By enhancing these capabilities, countries can better anticipate and mitigate potential threats. Furthermore, countries can invest in strengthening the protection of digital and essential services, as well as improving e-identification and trust services. As more services transition to digital platforms, ensuring the security and trustworthiness of these services becomes increasingly vital. Additionally, countries like Japan and Singapore, with relatively weaker military cyber operations, can focus on bolstering their capabilities in this area to deter potential adversaries and contribute to global cyber security.

<table>
<thead>
<tr>
<th>Country</th>
<th>Strengths</th>
<th>Weaknesses</th>
<th>Opportunities</th>
<th>Threats</th>
</tr>
</thead>
<tbody>
<tr>
<td>China</td>
<td>- High protection of essential services and personal data</td>
<td>- Low e-identification and trust services</td>
<td>- Improve cyber threat analysis and information</td>
<td>- Low ranking in National Cyber Security Index</td>
</tr>
<tr>
<td></td>
<td>- Strong cyber security policy development</td>
<td>- Weak cyber crisis management</td>
<td>- Enhance military cyber operations</td>
<td></td>
</tr>
<tr>
<td>India</td>
<td>- Strong education and professional development</td>
<td>- Poor protection of digital services and personal data</td>
<td>- Strengthen digital services protection</td>
<td>- Low ranking in ICT Development Index</td>
</tr>
<tr>
<td></td>
<td>- High protection of essential services</td>
<td>- Low global cybersecurity contribution</td>
<td>- Enhance cyber incidents response</td>
<td></td>
</tr>
<tr>
<td>Japan</td>
<td>- High scores in policy development, threat analysis, and professional</td>
<td>- Low protection of essential services</td>
<td>- Improve digital and essential services protection</td>
<td>- Low ranking in National Cyber Security Index</td>
</tr>
<tr>
<td></td>
<td>development and high fight against cybercrime</td>
<td>- Weak military cyber operations</td>
<td>- Strengthen military cyber operations</td>
<td></td>
</tr>
<tr>
<td>Australia</td>
<td>- Strong policy development, threat analysis, and professional development</td>
<td>- Low protection of digital and essential services</td>
<td>- Enhance protection of essential services and trust services</td>
<td>- Low ranking in National Cyber Security Index</td>
</tr>
<tr>
<td></td>
<td>- High fight against cybercrime</td>
<td>- Weak e-identification and trust services</td>
<td>- Improve e-identification and trust services</td>
<td></td>
</tr>
<tr>
<td>South Korea</td>
<td>- High scores in policy development, threat analysis, and professional</td>
<td>- Low protection of essential services</td>
<td>- Strengthen protection of essential services</td>
<td>- Moderate ranking in National Cyber Security Index</td>
</tr>
<tr>
<td></td>
<td>development and strong contribution to global cyber security</td>
<td>- Moderate military cyber operations</td>
<td>- Enhance military cyber operations</td>
<td></td>
</tr>
<tr>
<td>Canada</td>
<td>- Strong threat analysis and professional development</td>
<td>- Low protection of digital services and e-identification and trust services</td>
<td>- Improve digital services protection</td>
<td>- Moderate ranking in National Cyber Security Index</td>
</tr>
<tr>
<td></td>
<td>- High fight against cybercrime and military cyber operations</td>
<td>- Moderate policy development</td>
<td>- Enhance cyber crisis management</td>
<td></td>
</tr>
<tr>
<td>Singapore</td>
<td>- Strong policy development, threat analysis, and professional development</td>
<td>- No protection of digital services</td>
<td>- Enhance protection of digital services</td>
<td>- Low ranking in National Cyber Security Index</td>
</tr>
<tr>
<td></td>
<td>- High cyber crisis management</td>
<td>- Moderate e-identification and trust services</td>
<td>- Strengthen military cyber operations</td>
<td></td>
</tr>
<tr>
<td>United States</td>
<td>- High scores in policy development and global cybersecurity</td>
<td>- Low cyber threat analysis and information</td>
<td>- Improve cyber threat analysis and information</td>
<td>- Low ranking in National Cyber Security Index</td>
</tr>
<tr>
<td></td>
<td>contribution and strong fight against cybercrime and military cyber</td>
<td>- Weak e-identification and trust services</td>
<td>- Enhance protection of essential services</td>
<td></td>
</tr>
<tr>
<td></td>
<td>operations</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Table 1. SWOT Analysis of Key Nations’ Cyber-security Development

Note: this table provides a general analysis based on the data provided and may not cover every aspect of each country's cyber security situation. Data see Appendix 1.

Threats:
The low rankings of several countries in the National Cyber Security Index present a concerning picture of their overall cyber security posture. This could make them more susceptible to cyber attacks and increase the likelihood of successful breaches. As cyber threats become more sophisticated and prevalent, countries must continue to invest in their cyber security infrastructure, workforce, and international collaboration to mitigate these risks effectively.

The SWOT analysis highlights the varying strengths and weaknesses of different countries in the realm of cyber security. By capitalizing on the opportunities for improvement and addressing the identified threats, these nations can work towards establishing a more secure and resilient digital environment.

4.2. Five Key Issues Comparison
The table in Figure 3 compares the digital economy capacities of China, India, Japan, Australia, South Korea, Canada, Singapore, and the United States by examining their performance in the ICT Development Index, National Cyber Security Index, and Networked Readiness Index. These capacities are essential for driving economic growth, innovation, and competitiveness in the evolving digital landscape.

South Korea, Japan, and Singapore demonstrate strong
digital economy capacities, with high rankings in both the ICT Development Index and Networked Readiness Index. These countries have invested significantly in digital infrastructure, innovation, and skills. Conversely, India and China face challenges in building digital capacities, despite commitments to enhancing their digital economies. China's digital economy, for example, has grown rapidly, driven by e-commerce, internet finance, and digital manufacturing, with global technology giants like Alibaba, Tencent, and Huawei exemplifying its prowess.

Cybersecurity is a crucial aspect of digital economy capacity, with the United States leading in the Global Cybersecurity Index. However, its lower National Cyber Security Index ranking highlights the need for a holistic cybersecurity approach addressing both national and international concerns. China, despite its lower ranking, shows strengths in some cybersecurity indicators, such as protecting essential services and personal data, reflecting its efforts to secure critical infrastructure and safeguard data privacy. Yet, China's low scores in areas like cybersecurity policy development and cyber threat analysis underline the need for more comprehensive policies and initiatives.

This comparative analysis emphasizes the importance of robust digital infrastructure, innovation ecosystems, and cybersecurity frameworks for success in the digital era. While South Korea, Japan, and Singapore lead in the digital economy, China and India are progressing in building their digital capacities. Lower ICT Development Index rankings for China and India are mainly due to disparities in digital infrastructure, uneven distribution of digital resources, and challenges in providing consistent, affordable, and high-quality internet services to their populations (Wang et al., 2023). Addressing these challenges is essential for these countries to remain competitive in the global digital landscape.

<table>
<thead>
<tr>
<th>Country</th>
<th>Digital Infrastructure</th>
<th>Cybersecurity</th>
<th>Fostering Innovation</th>
<th>Digital Divide</th>
<th>Regulatory Challenges</th>
</tr>
</thead>
<tbody>
<tr>
<td>China</td>
<td>80th ICT Development</td>
<td>69th National CSI</td>
<td>23rd Networked RDI</td>
<td>56%</td>
<td>14% policy development</td>
</tr>
<tr>
<td>India</td>
<td>134th ICT Development</td>
<td>51st National CSI</td>
<td>67th Networked RDI</td>
<td>30%</td>
<td>86% policy development</td>
</tr>
<tr>
<td>Japan</td>
<td>10th ICT Development</td>
<td>48th National CSI</td>
<td>13th Networked RDI</td>
<td>84%</td>
<td>100% policy development</td>
</tr>
<tr>
<td>Australia</td>
<td>14th ICT Development</td>
<td>40th National CSI</td>
<td>14th Networked RDI</td>
<td>82%</td>
<td>100% policy development</td>
</tr>
<tr>
<td>South Korea</td>
<td>2nd ICT Development</td>
<td>34th National CSI</td>
<td>9th Networked RDI</td>
<td>89%</td>
<td>100% policy development</td>
</tr>
<tr>
<td>Canada</td>
<td>29th ICT Development</td>
<td>32nd National CSI</td>
<td>11th Networked RDI</td>
<td>78%</td>
<td>71% policy development</td>
</tr>
<tr>
<td>Singapore</td>
<td>18th ICT Development</td>
<td>30th National CSI</td>
<td>2nd Networked RDI</td>
<td>81%</td>
<td>86% policy development</td>
</tr>
<tr>
<td>United States</td>
<td>16th ICT Development</td>
<td>44th National CSI</td>
<td>1st Networked RDI</td>
<td>82%</td>
<td>100% policy development</td>
</tr>
</tbody>
</table>

5. Conclusion And Discussion

In conclusion, the study offers valuable insights into the digital capabilities of key countries, emphasizing the importance of addressing digital infrastructure, cybersecurity, innovation promotion, digital divide, and regulatory challenges. The research's SWOT analysis highlights each nation's cybersecurity strengths and weaknesses, revealing growth opportunities and risks in creating a secure digital landscape. By capitalizing on these opportunities and addressing threats, countries can enhance their digital capabilities significantly. The comparative analysis of digital economy capacities, using metrics like the ICT Development Index, National Cyber Security Index, and Networked Readiness Index, exposes disparities between cybersecurity preparedness and digital development progress. South Korea, Japan, and Singapore lead the digital economy, while China and India advance their digital capabilities despite considerable challenges.

Key research findings stress the need to tackle the digital divide, characterized by digital infrastructure discrepancies and uneven digital resource distribution, for countries like China and India to remain competitive globally. Additionally, the study underscores the necessity of adopting a holistic cybersecurity approach, addressing both national and international concerns, for countries like the United States to maintain their leading position in the Global Cybersecurity Index. Overall, the research findings highlight the significance of strong digital infrastructure, an innovative ecosystem, and a robust cybersecurity framework for success in the digital age. By addressing identified challenges and building on the discovered strengths, nations can work towards a more secure and resilient digital environment, ultimately contributing to global advancements and collective security.

Despite China's lower ranking in the ICT Development Index, the global success of companies like Alibaba, Tencent, and Huawei highlights China's digital economy prowess. This success can be attributed to factors such as focused investments in e-commerce, internet finance, and digital manufacturing (Noesselt, 2020), a vast domestic market (Negro, 2017), and active government support through favorable policies, financial incentives, and infrastructure. Although gaps in digital infrastructure persist, innovation hubs in cities like Beijing, Shanghai, and Shenzhen foster technological innovation and entrepreneurship (Liu & Yan, 2022). Digital infrastructure and investment significantly affect China's digital economy development (Xie, 2021), allowing Chinese tech giants to thrive globally despite lower ICT Development Index rankings (Cave et al., 2019).

Considering recent and diverse perspectives on emerging trends like artificial intelligence, blockchain, and the Internet of Things (IoT) is crucial (Yang et al., 2022). Acknowledging and exploring potential contradictions or gaps, such as the complex relationship between innovation and regulation, can enrich the literature (Noesselt, 2020). Additionally, a comparative analysis of different nations' approaches to digital economy capacities would provide valuable insights, enabling a more comprehensive understanding of the global digital landscape. Examining country-specific strategies and policies and identifying best practices and areas for improvement can better inform the ongoing discourse on developing and sustaining digital economies worldwide.
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Appendix 1 (Data available at https://ncsi.eega.ee )
China 51.95
69th National Cyber Security Index 52 %
33rd Global Cybersecurity Index 93 %
80th ICT Development Index 56 %
23rd Networked Readiness Index 69 %
GENERAL CYBER SECURITY INDICATORS
1. Cyber security policy development (14%)
2. Cyber threat analysis and information (20%)
3. Education and professional development (89%)
4. Contribution to global cyber security (33%)
BASELINE CYBER SECURITY INDICATORS
5. Protection of digital services (80%)
6. Protection of essential services (100%)
7. E-identification and trust services (22%)
8. Protection of personal data (100%)

INCIDENT AND CRISIS MANAGEMENT INDICATORS
9. Cyber incidents response (67%)
10. Cyber crisis management (20%)
11. Fight against cybercrime (44%)
12. Military cyber operations (50%)

India 59.74
51st National Cyber Security Index 60%
10th Global Cybersecurity Index 98%
134th ICT Development Index 30%
67th Networked Readiness Index 50%
GENERAL CYBER SECURITY INDICATORS
1. Cyber security policy development (86%)
2. Cyber threat analysis and information (40%)
3. Education and professional development (100%)
4. Contribution to global cyber security (17%)
BASELINE CYBER SECURITY INDICATORS
5. Protection of digital services (0%)
6. Protection of essential services (100%)
7. E-identification and trust services (78%)
8. Protection of personal data (0%)

INCIDENT AND CRISIS MANAGEMENT INDICATORS
9. Cyber incidents response (50%)
10. Cyber crisis management (60%)
11. Fight against cybercrime (78%)
12. Military cyber operations

Japan 63.64
48th National Cyber Security Index 64%
7th Global Cybersecurity Index 98%
10th ICT Development Index 84%
13th Networked Readiness Index 73%
GENERAL CYBER SECURITY INDICATORS
1. Cyber security policy development (100%)
2. Cyber threat analysis and information (80%)
3. Education and professional development (100%)
4. Contribution to global cyber security (50%)
BASELINE CYBER SECURITY INDICATORS
5. Protection of digital services (40%)
6. Protection of essential services (33%)
7. E-identification and trust services (22%)
8. Protection of personal data (100%)

INCIDENT AND CRISIS MANAGEMENT INDICATORS
9. Cyber incidents response (50%)
10. Cyber crisis management (60%)
11. Fight against cybercrime (78%)
12. Military cyber operations

Australia 66.23
40th National Cyber Security Index 66%
12th Global Cybersecurity Index 98%
14th ICT Development Index 82%
14th Networked Readiness Index 73%
GENERAL CYBER SECURITY INDICATORS
1. Cyber security policy development (100%)
2. Cyber threat analysis and information (100%)
3. Education and professional development (100%)
4. Contribution to global cyber security (50%)
BASELINE CYBER SECURITY INDICATORS
5. Protection of digital services (20%)
6. Protection of essential services (17%)
7. E-identification and trust services (11%)
8. Protection of personal data (100%)

Korea (Republic of) 68.83
34th National Cyber Security Index 69%
4th Global Cybersecurity Index 99%
2nd ICT Development Index 89%
9th Networked Readiness Index 76%
GENERAL CYBER SECURITY INDICATORS
1. Cyber security policy development (100%)
2. Cyber threat analysis and information (100%)
3. Education and professional development (100%)
4. Contribution to global cyber security (83%)
BASELINE CYBER SECURITY INDICATORS
5. Protection of digital services (40%)
6. Protection of essential services (17%)
7. E-identification and trust services (44%)
8. Protection of personal data (100%)

INCIDENT AND CRISIS MANAGEMENT INDICATORS
9. Cyber incidents response (50%)
10. Cyber crisis management (60%)
11. Fight against cybercrime (78%)
12. Military cyber operations (50%)

Canada 70.13
32nd National Cyber Security Index 70%
8th Global Cybersecurity Index 98%
29th ICT Development Index 78%
11th Networked Readiness Index 74%
GENERAL CYBER SECURITY INDICATORS
1. Cyber security policy development (71%)
2. Cyber threat analysis and information (100%)
3. Education and professional development (100%)
4. Contribution to global cyber security (50%)
BASELINE CYBER SECURITY INDICATORS
5. Protection of digital services (20%)
6. Protection of essential services (33%)
7. E-identification and trust services (33%)
8. Protection of personal data (100%)

INCIDENT AND CRISIS MANAGEMENT INDICATORS
9. Cyber incidents response (83%)
10. Cyber crisis management (40%)
11. Fight against cybercrime (100%)
12. Military cyber operations (100%)

Singapore 71.43
30th National Cyber Security Index 71%
4th Global Cybersecurity Index 99%
18th ICT Development Index 81%
2nd Networked Readiness Index 79%
GENERAL CYBER SECURITY INDICATORS
1. Cyber security policy development (86%)
2. Cyber threat analysis and information (100%)
3. Education and professional development (100%)
4. Contribution to global cyber security (83%)
BASELINE CYBER SECURITY INDICATORS
5. Protection of digital services (0%)
6. Protection of essential services (100%)
7. E-identification and trust services (33%)
8. Protection of personal data (100%)

INCIDENT AND CRISIS MANAGEMENT INDICATORS
9. Cyber incidents response (50%)
10. Cyber crisis management (100%)
11. Fight against cybercrime (78%)
12. Military cyber operations (33%)

United States 64.94
44th National Cyber Security Index 65 %
1st Global Cybersecurity Index 100 %
16th ICT Development Index 82 %
1st Networked Readiness Index 80 %

GENERAL CYBER SECURITY INDICATORS
1. Cyber security policy development (100%)
2. Cyber threat analysis and information (20%)
3. Education and professional development (89%)
4. Contribution to global cyber security (100%)

BASELINE CYBER SECURITY INDICATORS
5. Protection of digital services (20%)
6. Protection of essential services (17%)
7. E-identification and trust services (0%)
8. Protection of personal data (100%)

INCIDENT AND CRISIS MANAGEMENT INDICATORS
9. Cyber incidents response (50%)
10. Cyber crisis management (80%)
11. Fight against cybercrime (100%)
12. Military cyber operations (100%)